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Course code: TOGAFEA 
Through the accredited Integrating Risk and Security within and TOGAF® Enterprise Architecture training, participants
can gain important information and knowledge in the cross-sectional area of security and risk related to the enterprise
architecture managed according to the TOGAF® framework. The training serves to prepare for the assessment, which
leads to the possibility of obtaining an Open Badge for this area. Another added value of this online training in Anywhere
are detailed comparative analyzes with follow-up frameworks and an explanation of the application of the acquired
knowledge in practice.

  

Who is the course for

Corporate Architects, Security Architects, Security Managers, Security

Analysts and Specialists, Risk Management Managers, Organizational

Business Managers 

What we teach you

basic security and risk concepts in relation to the TOGAF® Architecture Development Method (ADM) 

Information Security Management (ISM) 

overall concept for enterprise risk management – Enterprise Risk Management (ERM) 

explanation of relationships and layers of IT security 

standards for risk management and analysis – ISO / IEC 27000 family, ISO 31000, COBIT® 

introduction of enterprise security architecture – Enterprise Security Architecture (ESA), SABSA, O-

ESA etc. 

an explanation of how security or risks shape the form of cross-cutting interests in the organization as

a whole and how from the point of view of the Security Architect 

Online knowledge test (via the Internet from anywhere)

After completing the accredited training, it is necessary to perform a light verification of knowledge by

an online exam via the Internet (from anywhere).

Accredited training providers will submit your details (candidate ID and contact e-mail) to The Open

Group, which will send you an e-mail invitation to take the evaluation. 

Online evaluation format:

These are 36 questions, a simple question with multiple choices, one of which is correct.

Open group and candidates submitted from the training provider until the course is satisfactorily

completed.

Each challenge is unique to applicants. The evaluation can be performed at a time and place that the

participant decides arbitrarily according to his needs. 

Upon successful completion, an Open Badge is sent from The Open Group within 6 working days. 

Required skills 

Applicants may not have a certificate and knowledge of the TOGAF® 9 standard (TOGAF 9 Level 2), but this helps a lot in

grasping the issue. 

Autorization 

Integrating Risk and Security within a TOGAF® Enterprise Architecture delivered by Anywhere s .r .o. is a course

accredited by The Open Group. GOPAS promotes this course for Anywhere s. r. o.
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